7ZARZADZENIE NR 342/14
WOJTA GMINY LUTOMIERSK
z dnia 22.01.2014r.

w sprawie wprowadzenia dokumentacji opisujacej sposob przetwarzania danych osobowych
oraz srodkéw technicznych i organizacyjnych zapewniajacych ochrong przetwarzania danych
osobowych w Urzedzie Gminy Lutomiersk.

Na podstawie art. 36 ustawy z dnia 29 sierpnia 1997 r. 0 ochronie danych osobowych (tj. DzU. z
2002r.. nr 101, poz. 926 —Z pozniejszymi zmianami) oraz § 3, 4,15 Rozporzadzenia Ministra
Spraw Wewnetrznych i Administracji z dnia 29 kwietnia 2004 1, W sprawie dokumentacji
przetwarzania danych osobowych oraz warunkéw technicznych i organizacyjnych, jakim powinny
odpowiadac urzadzenia 1 systemy informatyczne stuzace do przetwarzania danych osobowych (Dz.
U. Nr 100 poz. 1024) zarzgdzam cO nastgpuje:

§ 1
Dla zapewnienia ochrony danych osobowych przetwarzanych w Urzedzie Gminy Lutomiersk:
1. Ustalam ,Polityke Bezpieczenstwa Informacji Urzedu Gminy Lutomiersk” stanowiaca
zalacznik nr 1 do niniejszego zarzadzenia,
2. JPolityka Bezpieczefistwa Informacji Urzedu Gminy Lutomiersk”, zwana dalej Polityka

Bezpieczenstwa, sktada si¢ z:
1) czescl zewnetrzne] w skiad ktorej wehodzi Instrukcja Ochrony Danych Osobowych,
2) oraz czgscl wewnetrznej na ktora skladaja sie:

Instrukcji postgpowania W sytuacji naruszenia ochrony danych,

o Instrukcji zarzadzania systemem informatycznym stuzacym do przetwarzania danych
osobowych

o zataczniki do Polityki Bezpieczenstwa.

3. Czes¢ wewnetrzna Polityki Bezpieczenstwa a tym samym zataczniki do niej sa
dokumentami wewnetrznymi Urzedu Gminy i nie stanowig informacji publicznej W rozumieniu
art. 1 ust. 1 ustawy z dnia 6 wrzesnia 2005 roku o dostepie do informacji publicznej (Dz. U. z
7001 roku Nr 112, poz. 1198 z pozn. zm.). W zwiazku z powyzszym, z€ wzgledu na interes
ochrony informacji © zabezpieczeniach stosowanych w Urzedzie Gminy Lutomiersk,
dokumenty te nie podlegaja publikacji.

4, Tres¢ dokumentow wymienionych w ust. 2 pkt. 2 stanowi informacje, ktorych ujawnienie
mogloby narazi¢ pracodawcg na szkode.
3. Osoby, ktore zostaly upowaznione do przetwarzania lub dostepu do danych osobowych sa

obowiazane zachowac w tajemnicy te dane osobowe oraz sprawy ich zabezpieczenia.

§2.
% Obowiazkiem pracownikow jest przestrzeganie szczegotowych  zasad postgpowania
udokumentowanych w , Polityce Bezpieczenstwa Informacji Urzedu Gminy Lutomiersk™.
2. Kadra kierownicza odpowiedzialna jest za wilasciwe funkcjonowanie podlegtych jej

komorek organizacyjnych oraz prawidiowy przebieg procesow administracyjnych. Pracownicy
piastujacy stanowiska kierownicze petnia role whascicieli informacji.

3. Pracownicy aktywnie wspolpracuja  Z administratorem danych W zakresie ochrony
informacji. Pracownicy moga bra¢ udziat w projektowaniu i wdrazaniu systemu zabezpieczen,
opiniujac poszczegolne rozwigzania.



4. Zasady okreslone przez dokumenty Polityki Bezpieczenstwa maja zastosowanie do catego
systemu informacynego Urzedu, a w szczegolnosci do:

1) wszystkich istniejacych, wdrazanych obecnie lub w przysziosci systemow
informatycznych oraz papierowych, w ktorych przetwarzane sa lub beda informacje
podlegajace ochronie,

2) informacji bedacych wiasnoscia Urzedu Gminy Lutomiersk, lub przekazanych do
Urzedu Gminy Lutomiersk, o ile zostaty przekazane na podstawie umow,

3) wszystkich nosnikow papierowych, magnetycznych lub optycznych, na ktorych sa lub
beda znajdowac¢ si¢ informacje podlegajace ochronie,

4) wszystkich lokalizacji — budynkow i pomieszczen, W ktorych sg lub beda przetwarzane
informacje podlegajace ochronie.

5) wszystkich pracownikow w rozumieniu przepisow Kodeksu Pracy, stazystow i innych
0sob majacych dostep do informacji podlegajacych ochronie,

§3.

1. Za dystrybucje i wprowadzanie zmian do polityki bezpieczenstwa odpowiedzialny jest
Administrator Bezpieczenstwa Informacji. Wspolpracuje on w tym zakresie z wszystkimi
wlascicielami informacji.

2. Zobowiazuje Administratora Bezpieczenstwa Informacji do biezace] aktualizacji 1
prowadzenia:

1) wykazu pomieszczen tworzacych obszar, w ktorym przetwarzane sa dane osobowe,
2) wykazu zbiorow danych osobowych oraz programow zastosowanych do przetwarzania
tych danych,
3) opisu zbiorow danych zawierajacych dane osobowe
4) sposobu przeptywu danych miedzy poszczegolnymi systemami
3. Wykazy o ktorych mowa w ust.2 moga by¢ prowadzone w formie elektronicznej.

§4

Nadzor nad wykonaniem Zarzadzenia powierza sie Sekretarzowi Gminy Lutomiersk.

§5.
Wszelkie zmiany w dokumentach, o ktorych mowa w § 1 ust. 2 pkt.2 oraz § 3 ust. 2 nie wymagaja
zmiany niniejszego zarzadzenia.

§6
Traca moc zarzadzenia:

1) Zarzadzenie Nr 6/99 Wojta Gminy Lutomiersk z dnia 20 wrzesénia 1999r. w sprawie
powolania Administratora Danych,

2) Zarzadzenie Nr 7/99 Wojta Gminy Lutomiersk z dnia 30 wrze$nia 1999r.w sprawie
wprowadzenia instrukcji okreslajacej sposob zarzadzania systemem informatycznym,

3) Zarzadzenie Nr 8/99 Wojta Gminy Lutomiersk z dnia 30 wrzesnia 1999r. w sprawie
wprowadzenia instrukcji postgpowania w sytuacji naruszenia ochrony danych
osobowych.

§7.

Zarzadzenie wchodzi w zycie z dniem podpisania.




